
Internet connectivity and the technologies that it supports have
become a pervasive part of many aspects of life. The power of
these tools have brought a multitude of possibilities but also
some serious issues. One of these issues relates to privacy. For all
users, but particularly for young people, many of whom are
embracing the possibilities of new media, the Internet offers a
huge variety of new ways to interact and share information.
Simple dictums given to children like ‘never talk to strangers’
may be rendered much more complicated in the online worlds of
the Internet where issues of identity and trustworthiness can
often come with subtleties and challenges not seen in the physi-
cal world. Just as children need to develop the skills to critically
read the physical world, they also need to become critically liter-
ate on the Internet. While there has been a good deal of atten-
tion paid, in recent years, to critical literacy with respect to new
media in Canadian school curricula, little regard has been given
to issues surrounding online privacy. In this article, I will discuss
the dearth of attention to issues of online privacy in Canadian
curricula and the need for spaces specifically designated to
address them.
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Online privacy in Canadian curricula
While most provincial curricula in Canada have a strong focus
on critical literacy that includes literacy in relation to new
media, little can found that directly relates to issues of online
privacy. In Ontario, for instance, the only mention of privacy in
relation to the Internet in elementary level curricula is found in
the grades 1-8 Language document. As part of the general
instructions for teachers about the use of technology in class-
rooms the following disclaimer is given:

Although the Internet is a powerful learning tool, there are poten-
tial risks attached to its use. All students must be made aware of
issues of Internet privacy, safety, and responsible use, as well as of
the potential for abuse of this technology, particularly when it is
used to promote hatred (Ontario Ministry of Education, 2006,
pp.30).

It isn’t until the Grade 10 Computer and Information Science
and Computer Engineering Technology courses that issues of
online privacy are mentioned and specific expectations set out
for teachers to follow. As a component of the course Computer
and Information Science, students are expected to “describe how
computers change the ways in which information is collected
and used and explain how this affects people’s privacy and
access to information” (Ontario Ministry of Education, 1999).
Similarly, in British Columbia, while online privacy is mentioned
in the grades 8-10 Information Technology Integrated Resource
Package as a possible issue for students to consider in English
classes, it is not discussed before the Grade 10 level. The docu-
ment suggests that:

In English, after studying a novel about privacy of information,
have students use information technology tools (e.g., the Internet,
e-mail) to investigate the impact of information technology on
personal or corporate privacy. Have them use information tech-
nology tools to present reports (British Columbia Ministry of
Education, 1996, pp.28).

While students in Ontario and British Columbia at the Grade
10 level, for instance, may, as part of their experience, investigate
issues around online privacy, it is clear from curriculum docu-

98

OUR SCHOOLS/OUR SELVE S



ments that teachers are not widely required to address the issue,
especially not below the Grade 10 level. Research on young peo-
ples’ use of the Internet, however, has shown that not only do
children far younger
than those in Grade 10
make extensive use of
technologies like the
World Wide Web and
instant messaging but
that many services tar-
get them specifically.
(Steeves, 2006; Youn, 2005; Cai, Gantz, Schwartz, and Wang,
2003). This same research also shows that many services on the
Internet marketed toward young children raise serious concerns
about how and what personal information is being collected and
the protection offered by governmental and industry standards
(Cai, Gantz, Schwartz, and Wang, 2003; Cai and Gantz, 2000).
Steeves and Webster argue that current policy attempts to pro-
tect online privacy are at odds with the reality of online experi-
ences for children. “Children’s understanding of the way in
which the privacy protection framework works does not appear
to affect the extent to which they adopt types of behaviour pro-
moted by adults as privacy protective” (Steeves and Webster,
2008). This and other research demonstrates a need for educa-
tion around the issues of online privacy at the elementary
grades. Though the Ontario and British Columbia curricula do
mention, in general introductory statements to teachers, the
need for awareness of online privacy issues, they are not a core
part of expectations for what students must be exposed to at the
elementary level.

Curriculum spaces
Canadian teachers face a formidable challenge in trying to cover
what is expected in most curriculum documents. In Ontario, for
example, teachers of Grade 7/8 split classes must attend to over
a thousand expectations listed in the curriculum they follow
(MacKenzie, 2000). This, in effect, renders it extremely difficult
for teachers to find the time to include areas outside of those
specifically listed. While a number of rich resources such as les-
son plans and backgrounders are provided by organisations like
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the Alberta Civil Liberties Research Centre and The
CyberSmart Education Company in the United States, teachers
likely have a significant challenge finding space in their class
time to make use of them. If such resources are to be widely used
in Canadian schools, issues around online privacy must be incor-
porated in curricula and not just at the level of high school infor-
mation technology electives, but in core courses and in the ele-
mentary grades.As Berson and Berson articulate, “…we are obli-
gated to educate children on critical protection and security in a
digital age as well as prepare them for cybercitizenship” (Berson
and Berson, 2004).

If issues of online privacy are to be an important component
of critical literacy for children with respect to new media, then
space for them should be created in provincial curricula. Until
they are, I fear that teachers will not have the time nor the sup-
port necessary to widely tackle them.

* * *

Thomas Hillman is a doctoral student researching learning and
technology at the University of Ottawa Faculty of Education.
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